**Authorization execution**

2020-01-26 15:38:21.331 o.a.c.c.C.[Tomcat].[localhost].[/] [0;39m Initializing Spring DispatcherServlet 'dispatcherServlet'

2020-01-26 15:38:21.335 o.s.web.servlet.DispatcherServlet [0;39m [2m:[0;39m Initializing Servlet 'dispatcherServlet'

2020-01-26 15:38:21.387 o.s.web.servlet.DispatcherServlet [0;39m [2m:[0;39m Completed initialization in 50 ms

2020-01-26 15:38:21.420 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m Checking secure context token: null

2020-01-26 15:38:21.421 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m getPreAuthenticatedPrincipal-

2020-01-26 15:38:21.421 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m findLoginId-

2020-01-26 15:38:21.422 m.d.c.u.aspect.FakeSiteminderSupport [0;39m [2m:[0;39m processFakeSiteminder- start

2020-01-26 15:38:21.424 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m Found login ID hartj0000 in REMOTE\_USER request header

2020-01-26 15:38:21.424 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m uidFromDistinguishedName- begin value: hartj0000

2020-01-26 15:38:21.424 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m uidFromDistinguishedName- end value: hartj0000

2020-01-26 15:38:21.426 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m getPreAuthenticatedPrincipal: ThreadContext: {user=hartj0000, URI=/api/user/auth, IP=0:0:0:0:0:0:0:1}

2020-01-26 15:38:21.426 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m preAuthenticatedPrincipal = hartj0000, trying to authenticate

2020-01-26 15:38:21.428 m.d.c.s.i.s.UserDetailsServiceImpl [0;39m [2m:[0;39m loadUserByUsername- username: hartj0000

2020-01-26 15:38:21.504 o.h.h.i.QueryTranslatorFactoryInitiator [0;39m [2m:[0;39m HHH000397: Using ASTQueryTranslatorFactory

2020-01-26 15:38:21.809 m.c.s.i.u.UserCredentialEntityServiceImpl[0;39m [2m:[0;39m getCredentials-start ldapId: hartj0000

2020-01-26 15:38:21.823 m.c.s.i.u.UserCredentialEntityServiceImpl[0;39m [2m:[0;39m getCredentials-start returning userCredentialDto: UserCredentialDto [name=null, userId=17, ldapId=hartj0000, userRole=R2AppMgr, strAgencies=ALL, , roleId=1, roleName=ROLE\_App\_Manager, status=null, valid=true]

2020-01-26 15:38:21.826 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m Authentication success: org.springframework.security.web.authentication.preauth.PreAuthenticatedAuthenticationToken@30769fcd: Principal: UserSecurity [authorities=[ROLE\_App\_Manager], password=password, username=hartj0000, accountNonExpired=true, accountNonLocked=true, credentialsNonExpired=true, enabled=true]; Credentials: [PROTECTED]; Authenticated: true; Details: org.springframework.security.web.authentication.WebAuthenticationDetails@b364: RemoteIpAddress: 0:0:0:0:0:0:0:1; SessionId: null; Granted Authorities: ROLE\_App\_Manager

2020-01-26 15:38:21.837 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m doFilter- start

2020-01-26 15:38:21.838 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- start

2020-01-26 15:38:21.838 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- key: sm\_user

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- POSTMAN-TOKEN

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- HOST

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- CONNECTION

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- CACHE-CONTROL

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- ACCEPT-ENCODING

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- USER-AGENT

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- ACCEPT

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- not found for sm\_user

2020-01-26 15:38:21.839 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m getAuthenticationKeyData- value: null

2020-01-26 15:38:21.840 m.d.c.u.s.CxeHeaderAuthenticationFilter [0;39m [2m:[0;39m Checking secure context token: org.springframework.security.web.authentication.preauth.PreAuthenticatedAuthenticationToken@30769fcd: Principal: UserSecurity [authorities=[ROLE\_App\_Manager], password=password, username=hartj0000, accountNonExpired=true, accountNonLocked=true, credentialsNonExpired=true, enabled=true]; Credentials: [PROTECTED]; Authenticated: true; Details: org.springframework.security.web.authentication.WebAuthenticationDetails@b364: RemoteIpAddress: 0:0:0:0:0:0:0:1; SessionId: null; Granted Authorities: ROLE\_App\_Manager

2020-01-26 15:38:21.876 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- start

2020-01-26 15:38:21.880 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- authorizing access to feature: execution(CxeSecurityController.getUser(..)) with keyHeader:sm\_user

2020-01-26 15:38:21.881 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m getUserName- start keyHeader: sm\_user

2020-01-26 15:38:21.881 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing element: postman-token

2020-01-26 15:38:21.881 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing element: host

2020-01-26 15:38:21.881 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing element: connection

2020-01-26 15:38:21.881 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing element: cache-control

2020-01-26 15:38:21.881 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing element: accept-encoding

2020-01-26 15:38:21.882 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing element: user-agent

2020-01-26 15:38:21.882 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing element: accept

2020-01-26 15:38:21.882 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m getUserName- returning: null

2020-01-26 15:38:21.882 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- processing unauthenticated developer on local computer

2020-01-26 15:38:21.882 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m processFakeSiteminder- start

2020-01-26 15:38:21.883 m.d.c.s.i.s.UserDetailsServiceImpl [0;39m [2m:[0;39m loadUserByUsername- username: hartj0000

2020-01-26 15:38:21.885 m.c.s.i.u.UserCredentialEntityServiceImpl[0;39m [2m:[0;39m getCredentials-start ldapId: hartj0000

2020-01-26 15:38:21.888 m.c.s.i.u.UserCredentialEntityServiceImpl[0;39m [2m:[0;39m getCredentials-start returning userCredentialDto: UserCredentialDto [name=null, userId=17, ldapId=hartj0000, userRole=R2AppMgr, strAgencies=ALL, , roleId=1, roleName=ROLE\_App\_Manager, status=null, valid=true]

2020-01-26 15:38:21.888 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- unauthenticated developer on local computer, username: hartj0000

2020-01-26 15:38:21.889 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m processCredential- start

2020-01-26 15:38:21.889 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m processCredential- start value: hartj0000 feature: execution(CxeSecurityController.getUser(..))

2020-01-26 15:38:21.889 m.c.s.i.u.UserCredentialEntityServiceImpl[0;39m [2m:[0;39m getCredentials-start ldapId: hartj0000

2020-01-26 15:38:21.892 m.c.s.i.u.UserCredentialEntityServiceImpl[0;39m [2m:[0;39m getCredentials-start returning userCredentialDto: UserCredentialDto [name=null, userId=17, ldapId=hartj0000, userRole=R2AppMgr, strAgencies=ALL, , roleId=1, roleName=ROLE\_App\_Manager, status=null, valid=true]

2020-01-26 15:38:21.892 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m processCredential- credentials are valid

2020-01-26 15:38:21.894 m.d.c.u.aspect.FeatureQualifications [0;39m [2m:[0;39m authorizeCredentialWithFeature- feature successfully accessed: execution(CxeSecurityController.getUser(..))

2020-01-26 15:38:21.894 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m processArgs- start

2020-01-26 15:38:21.894 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m processArgs- processing arguments in case an argument may be a UserCredential

2020-01-26 15:38:21.895 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m processArgs- returning false

2020-01-26 15:38:21.901 m.d.c.c.security.CxeSecurityController [0;39m [2m:[0;39m getUser- principal: hartj0000

2020-01-26 15:38:21.902 m.dtic.cbes.utils.security.LoginManager [0;39m [2m:[0;39m getLoggedInUser-

2020-01-26 15:38:21.902 m.dtic.cbes.utils.security.LoginManager [0;39m [2m:[0;39m getLoggeddInUser- returning userSecurity: UserSecurity [authorities=[ROLE\_App\_Manager], password=password, username=hartj0000, accountNonExpired=true, accountNonLocked=true, credentialsNonExpired=true, enabled=true]

2020-01-26 15:38:21.903 m.d.c.c.security.CxeSecurityController [0;39m [2m:[0;39m getUser- returning: {loginId=hartj0000, name=John Hart, isAuthenticated=true, role=R2AppMgr, accountNonExpired=true, credentialsNonExpired=true, accountNonLocked=true, authorities=[ROLE\_App\_Manager]}

2020-01-26 15:38:21.912 Aspect$$EnhancerBySpringCGLIB$$56d7bb28[0;39m [2m:[0;39m credentialRequest- authorized access to endpoint execution(CxeSecurityController.getUser(..)) **eplapsed time: 35 ms**

2020-01-26 15:38:22.044 mil.dtic.cbes.config.CxeSecurityFilter [0;39m [2m:[0;39m doFilter- finished